		EFFECTIVE DATE:  SEPTEMBER 23, 2013

          Effective Date:  September 23, 2013

NOTICE OF PRIVACY PRACTICES

Holy Cross Anesthesiology Associates, P.A.

THIS NOTICE DESCRIBES HOW HEALTH INFORMATION ABOUT YOU MAY BE USED AND DISCLOSED AND HOW YOU CAN GET ACCESS TO THIS INFORMATION.
PLEASE REVIEW IT CAREFULLY.


WHO WILL FOLLOW THIS NOTICE:

· Holy Cross Anesthesiology Associates, P.A.

This Notice of Privacy Practices (“Notice”) describes our privacy practices.  All these entities, sites, and locations follow the terms of this notice.  In addition, these entities, sites, and locations may share health information with each other for treatment, payment, or health care operations described in this notice.  If you have any questions about this notice, please contact Sherry Phillips at (301) 942-8799.


OUR PLEDGE REGARDING HEALTH INFORMATION

We understand that health information about you and your health care is personal.  We are committed to protecting health information about you.  We create a record of the care and services you receive from us.  We need this record to provide you with quality care and to comply with certain legal requirements.  This Notice applies to all of the records of your care generated by this health care practice, whether made by your personal doctor or others working in this office.  This Notice will tell you about the ways in which we may use and disclose health information about you.  We also describe your rights to the health information we keep about you, and describe certain obligations we have regarding the use and disclosure of your health information.


OUR LEGAL DUTY

Holy Cross Anesthesiology Associates, P.A. (“HCAA”) is required by applicable federal and state law to maintain the privacy of your protected health information.  “Protected health information,” or “PHI,” is information that is crated or received by us that reasonably identifies you, and relates to your past, present or future physical or mental condition, or the past, present or future provision for, or payment of, health care for you.  We are also required to give you this Notice of our legal duties and privacy practices with respect to your protected health information.  We are also required to abide by the terms of this Notice, which may be amended at any time.  This Notice is effective September 23rd, 2013, and will remain in effect until we replace it.


HOW WE MAY USE OR DISCLOSE YOUR PROTECTED HEALTH INFORMATION

Payment, Treatment and Health Care Operations

We may use and disclose protected health information about you for payment, treatment, and health care operations.  There are other purposes for which we may use or disclose your protected health information, but the three primary purposes are for payment, treatment, and health care operations.  For each of these primary purposes we list below examples of these kinds of uses and disclosures.  These are only examples and are not intended to be a complete list of all the ways we may use or disclose your protected health information within each of these categories.

Payment:  We may use or disclose protected health information about you to obtain payment for services.  We may provide your PHI to others in order to bill or collect payment for services.  There may be services for which we share information with your health plan to determine if the service will be paid for.  PHI may be shared with the following:

· Billing companies
· Insurance companies and health plans
· Managed-care organizations
· Government agencies in order to assist with qualification of benefits
· Collection agencies

For example, your health plan may request and receive information on dates of service, the services provided, and the medical condition being treated.  We may need to verify your insurance coverage, submit your PHI on claim forms in order to get reimbursed for our services, obtain pre-treatment estimates or prior authorizations from your health plan.

	Treatment:  We may use or disclose protected health information about you to provide you with or coordinate health care treatments and services.  Your PHI may be used and disclosed by your physician, our office staff, and other health care professionals outside of our office that are involved in your care and treatment for the purpose of providing health care services to you.

	For example, results of laboratory tests and procedures will be available in your medical record to all health care professionals who may provide treatment or who may be consulted by staff members.

	Health Care Operations:  We may use and disclose your protected health information as needed in order to support health care operations of this practice.  Health care operations are activities related to the business aspects of running our practice.  Health care operations include, but are not limited to, conducting quality assessments and improvement activities; legal and auditing functions; cost-management analysis; employee training activities; accreditation, certification, licensing or credentialing activities; activities relating to compliance with privacy regulations, resolution of internal grievances; and creation of a limited data set.

For example, we may use and disclose your PHI for the purpose of conducting and internal quality assessment review, investigating a complaint regarding a reported or suspected violation of your privacy, resolving problems or complaints within the practice, or training students, other health care providers, or ancillary staff.

Disclosures to Providers and Health Plans

	We may use and disclose your protected health information to providers and health plans if it is intended to be used for their own purposes related to your health care, as described below:

· Treatment:  Another health care provider may obtain your PHI from us for the purpose of providing health care treatment.  For example, we may disclose the identity of your primary care physician to emergency medical staff if requested for treatment purposes.
· Payment:  Another health care provider or a health plan may obtain your PHI from us for some purposes related to payment for health care.
· Health Care Operations:  Another health care provider or a health plan may obtain your PHI from us for some purposes related to health care operations, but only if the provider or plan has a relationship with you and the information pertains to that relationship.  The purposes for which such disclosures are permitted include, but are not limited to, quality improvement, case management, performance evaluation, training, and credentialing.

Other Uses and Disclosures

	Other ways in which we may use and disclose your protected health information are described below.  Not every potential use or disclosure in each category will be listed, and those that are listed may never actually occur:

· Disclosures to you:  We are permitted, and in some circumstances required, to disclose your protected health information to you.  Your rights are described below under the section heading “Your Protected Health Information Privacy Rights.”
· Your personal representative:  Anyone with legal standing to act as your personal representative may, depending on the terms of the legal authority, have any or all of the same rights that you have with regard to obtaining or controlling your protected health information.  For example, state law determines the extent to which a parent may act on behalf of a minor with regard to a child’s protected health information.  Someone who is legally responsible for your affairs after your death may also act as your personal representative.
· Involvement in payment:  With your agreement, we may disclose your protected health information to a relative, friend, or other person designated by you as being involved in payment for your health care.  For example, if we are discussing your treatment options with you, and you wish to include your spouse or child in the conversation, we may disclose information to that person during the course of the conversation.
· Required by law:  We will disclose your protected health information when required to do so by federal, state, or local law.  For example, we may disclose your information to a representative of the U.S. Department of Health and Human Services who is conducting a privacy regulation compliance review.  We may also use and disclose your protected health information for purposes described below under “Your Protected Health Information Privacy Rights.”
· Public health:  As permitted by law, we may disclose your protected health information as described below: 
-To an authorized public health authority, for purposes of preventing or controlling disease, injury or disability;
- To a government entity authorized to receive reports of child abuse or neglect; 
- To a person under the jurisdiction of the Food and Drug Administration, for activities 
related to the quality, safety, or effectiveness of FDA-regulated products.
· Health oversight activities:  We may disclose your protected health information to health agencies during the course of audits, investigations, inspections, licensure and other proceedings related to oversight of the health care system or of compliance with civil rights laws.  However, this permission to disclose your protected health information does not apply to any investigation of you or which is directly related to your health care.
· Judicial and administrative proceedings:  We may disclose your protected health information in the course of any administrative or judicial proceeding:
- In response to an order of a court or administrative tribunal, or
- In response to a subpoena, discovery request, or other lawful process.
Specific circumstances may require us to make reasonable efforts to notify you about the request or to obtain a court order protecting your protected health information.
· Law enforcement:  We may disclose your protected health information to a law enforcement official for various purposes, such as identifying or locating a suspect, fugitive, material witness or missing person.
· Coroners, medical examiners, funeral directors:  We may disclose your protected health information to coroners, medical examiners and funeral directors.  For example, this may be necessary to identify a deceased person or determine the cause of death.
· Organ and tissue donations:  We may disclose your protected health information to organizations involved in procuring, banking or transplanting organs and tissues.

Business Associates

	Business Associates are individuals and companies who need access to the personal protected health information for which we are responsible in order to act on our behalf or to provide us with services.  Examples of business associates include third party administrators, pharmacy benefits managers, attorneys, consultants and auditors.  We may disclose your protected health information to our business associates, and we may authorize them to use or disclose your protected health information for any or all of the same purposes for which we are permitted to use or disclose it ourselves, including data aggregation to permit data analyses that relate to our health care operations, as well as for their own administrative purposes.  Our business associates are contractually required not to use or disclose your protected health information for any other purposes.

Uses or Disclosures that Require Your Authorization

	We may not use or disclose your protected health information in certain situations without your prior authorization.  The following uses or disclosures require prior authorization from you:

· Uses and disclosures for marketing purposes:  We will not use or disclose your protected health information for marketing purposes without your written authorization.
· Disclosures for remuneration:  We will not make any disclosures that constitute a sale of your protected health information without your written authorization.

Minimum Necessary Rule

	Our physicians and staff will not use or access your protected health information unless it is needed in order for them to do their jobs.  We will only disclose as much of your protected health information to outside health care professionals as needed to accomplish the recipients’ lawful purposes.  In certain situations, however, we may use and disclose the entire contents of your medical record:

· To you or your legal representative as stated above.
· To health care providers for treatment purposes.
· To the United States Department of Health and Human Services.
· To others as required under federal and state law.
· To our privacy officer and others as needed to resolve a complaint or accomplish your request under HIPAA.

In accordance with federal law, we presume that requests for disclosure of your protected health information made from other covered entities are for the minimum necessary amount to accomplish the requestor’s purposes.  If we believe a request is unclear, or we feel it is not needed, we will ask the requestor to document why the PHI is needed.

Super-Confidential Information Rule

If we have protected health information about you regarding communicable disease, disease testing, alcohol or substance abuse diagnosis or treatment, or psychotherapy and mental health records, we will not disclose it without your prior written authorization.  If we disclose such information pursuant to your authorization, we will comply with federal law that requires us to warn the recipient that re-disclosure is prohibited.

Authorization Rule

	Except as described in this Notice of Privacy Practices, we will not use or disclose your protected health information without written authorization from you.

	If you have authorized us to use or disclose your protected health information for another purpose, you may revoke your authorization in writing at any time.  If you revoke your authorization, we will no longer be able to use or disclose protected health information about you for the reasons covered by your written authorization.  However, we cannot withdraw any disclosures that we previously made with your permission.  Requests to revoke a prior authorization must be submitted in writing using the contact information listed at the end of this Notice.

	Depending on what state you live in, state law may impose more stringent limitations on our use and disclosure of your health information.  Where state laws govern, we will comply with the applicable state law.

Changes to Privacy Practices

We reserve the right to change the terms of this Notice at any time in the future and to make the new provisions effective for all protected health information that we already maintain about you as well as any protected health information we receive in the future.  We will post a copy of the current Notice in our facilities.  In addition, each time you register for treatment or health care services, we will offer you a copy of the current Notice in effect.  The Notice will contain the effective date on the first page, in the top right-hand corner.


YOUR PROTECTED HEALTH INFORMATION PRIVACY RIGHTS

· Right to Request Restrictions:  You have the right to request restrictions on certain uses and disclosures of your protected health information.  We are not required to agree to restrictions that you request.  If you would like to make a request for restrictions, you must submit your request in writing to the Privacy Officer.
· Right to Request Confidential Communications:  You have the right to ask us to communicate with you using an alternative means or at an alternative location.  Requests for confidential communications must be submitted in writing to the Privacy Officer.  We are not required to agree to your request unless disclosure of your protected health information could endanger you.
· Right to Inspect and Copy:  You have the right to inspect and copy protected health information about you that may be used to make decisions about your plan benefits.  To inspect or copy such information, you must submit your request in writing to the Privacy Officer.  If you request a copy of the information, we may charge you a reasonable fee to cover expenses associated with your request.
· Right to Request Amendment:  If you believe that we possess protected health information about you that is incorrect or incomplete, you have a right to ask us to amend it.  To request an amendment of health records, you must make your request in writing to the Privacy Officer.  Your request must include a reason for the request.  We are not required to change your protected health information.  If your request is denied, we will provide you with information about our denial and how you can disagree with the denial. 
· Right to Accounting of Disclosures:  You have the right to receive a list or “accounting” of disclosures of your protected health information made by us. However, we do not have to account for disclosures that were made to you or were authorized by you, or for purposes of payment functions or health care operations.  Requests for an accounting of disclosures must be submitted in writing to the Privacy Officer.  Your request should specify a time period within the last six years and may not include dates before April 14, 2004.  We will provide one free list per twelve-month period, but we may charge you for additional lists.
· Right to Paper Copy:  You have a right to receive a paper copy of this Notice of Privacy Practices at any time.  To obtain a paper copy of this Notice, contact the Privacy Officer.  You may also obtain a copy of this Notice at our website: 
 www.ufcw1459.com/health_and_welfare.
· Right to Breach Notification:  You have the right to receive notification, and we have the obligation to provide you with notification, in the event that there is a breach of your unsecured protected health information.

Questions and Complaints

If you want more information about our privacy practices or have questions or concerns, please contact us using the information listed at the end of this Notice.

If you believe that your privacy rights have been violated by us or by anyone acting on our behalf, you may complain to us using the contact information listed at the end of this Notice.  You may also file a written complaint with the United States Department of Health and Human Services by writing to the Secretary at 200 Independence Avenue, SW, Washington, DC 20201.  Complaints about us must refer to us by name and must describe what we did or failed to do that violated federal regulations regarding protected health information privacy.  Complaints to the Secretary or to us must be filed within 180 days after you first knew or should have known about the privacy violation that is the subject of your complaint.

We support your right to the privacy of your protected health information.  We will not retaliate against you in any way for filing a complaint with us or with the United States Department of Health and Human Services.

	Contact Office Mailing Address:
	Holy Cross Anesthesiology Associates, P.A.
	2730 University Boulevard, Suite 104
	Silver Spring, Maryland, 20902
	Attention:  Sherry Phillips

	Telephone:  (301) 942-8799



Acknowledgement of Receipt of Notice of Privacy Practices





I,                                                                            	  , Have received the Notice of Privacy Practices form Holy Cross Anesthesiology Associates, P.A.



X 									Date:



In lieu of patient signature, I,  						          , a staff member of Holy Cross Anesthesiology Associates or Holy Cross Hospital, state that has been given our current Notice of Privacy Practices.



X 									Date: 
